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Programme Outline
• Security concepts
• Malware types and preventions
• Network security
• Web usage security
• Communications security
• Data management security

Objectives
• Understand key IT security concepts
• Identify recommended methods for safeguarding computers, devices, and

networks
• Recognise the different kinds of security risks
• Learn how to securely use the internet and communication channels
• Identify best practices for secure data management

Learning Mode, Duration and Fee

Level
█ Workforce

Assessment Mode
Test (upon completion of training)

Offered at
INTI International College Penang 
INTI International College Subang

Intakes
MAY, SEPT, DEC 

LEARNING MODE

DURATION

FEE

Online Learning

shtnom 21 nihtiWsyad 2

RM 1,600 RM 1,600 RM 300

Face-to-Face (on-campus) Self-Learning

In collaboration with

This programme is subject to change from time to time. INTI reserves the right to revise at any time as deemed necessary without prior notice. Published: OCT2023

The Cyber Security programme
covers the fundamental skills and
knowledge required for the safe use
of information and communication
technology (ICT) in everyday
situations, both at home and at
work.

This programme discusses
information and data security,
physical security, privacy, and
identity theft to assist employers
and employees in protecting these
critical resources.

Students will receive an ICDL
Certification upon passing the
assessment. 




